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This presentation includes programs, concepts and details under continuing deployment and development by Visa and should be 

understood as a representation of the potential features of the fully-deployed product. The final version of this product may not contain 

all of the features described in this presentation. Depictions may be illustrative only and capabilities and features may require 

development, implementation and resources by you based on your business and operational details.  Participation, prototyping or 

collaboration activities are subject to Visa’s additional terms and conditions.  Any Visa features, functionality, implementation, branding, 

and schedules may be amended, updated or canceled at Visa’s discretion. The timing of widespread availability of programs and

functionality is also subject to a number of factors outside Visa’s control, including but not limited to deployment of necessary 

infrastructure by issuers, acquirers, merchants and mobile device manufacturers.  In addition, certain existing features are not available 

in all countries.  Participation in programs and services are subject to Visa’s terms and conditions in program participation agreements 

and associated documentation. Visa does not provide legal, regulatory, tax or financial advice;  you are responsible for conducting your 

own legal and regulatory due diligence, analyses and compliance. For avoidance of doubt, no exclusivity is provided by Visa to you 

associated with the Information, concepts or materials related to this discussion.

Case studies, comparisons, statistics, research and recommendations are provided “AS IS” and intended for informational purposes only 

and should not be relied upon for operational, marketing, legal, technical, tax, financial or other advice.  Visa neither makes any warranty 

or representation as to the completeness or accuracy of the information within this document, nor assumes any liability or responsibility 

that may result from reliance on such information.  The Information contained herein is not intended as investment or legal advice, and 

readers are encouraged to seek the advice of a competent professional where such advice is required.

EMV® SRC payment icons are trademarks owned by and used with permission of EMVCo, LLC.

Notice of Confidentiality and Additional Important Information
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• Úvod a terminologie

• Platební schémata, 4 straný obchodní model

• Platba a Standardizace

• Typy karet, regulace 

• Předplacené karty

• Akceptace karet na Internetu

• Click to Pay řešení 

• Mobilní platby; faktory úspěšnosti, užití

• Bezkontaktní platby a bezkontaktní prostředí pro platby kartami

Inovace a vývoj platebních karet a transakcí



©2023 Visa. All rights reserved. Visa Confidential 4

Úvod a terminologie

Ecosystem

Peer To Peer (P2P)

Payment schemes

Domestic / Cross Border

SWIFT / SEPA / VD

Standards & 

Regulations

EMV

ISO 20022

ISO 8583

PSD2 (SCA)

GDPR

FIDO

Interchange Fee Regulation

Payments 

Cards

Debit, Credit, Pre-Paid

Private Label, Closed Loop

Contactless (tap to pay)

Virtual card

Tokenization

Wallets

Closed – loop wallets (ALIPAY 

wallet)

Semi-closed loop wallets (Vipps, 

Revolut)

Swatch Pay / XIAOMI / …

Pay Pall

Click to Pay 
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Wallets / Scheme / 4 Party model
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Tokens enhance the security & performance of credentials across existing 
& emerging digital commerce experiences



©2023 Visa. All rights reserved. Visa Confidential 7

Overview of EMVCo
(Overview of EMVCo | EMVCo)

https://www.emvco.com/about-us/overview-of-emvco/
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Fast Identity Online 

FIDO is a set of 

standards-based 

authentication 

protocols intended to 

reduce the reliance 

on passwords for 

online authentication
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• Specification Development
• Certification Programs
• Membership
• Working groups
• Industry Engagement

What is FIDO & Alliance overview (https://fidoalliance.org/)
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FIDO 
FIDO (Fast Identity Online) is 
the industry standard for authentication

• Device agnostic — widely supported across a 
variety of hardware 

• Supports various authentication methods
(i.e., PIN, USB key, biometrics) 

• Supports binding to both hardware devices and 
logical devices (such as browsers)

• Designed for privacy — data never leaves 
the device
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How does FIDO Authentication work?

AUTHENTICATOR
(MacBook, Browser, …)

LOCAL ONLINE

The user authenticates 
“locally” to their device 

by various means

The device authenticates the 
user online using public key 

cryptography

Source: FIDO Alliance Presentation

RELYING PARTY 
FIDO SERVER

(VISA, Google 
potentially 
issuer, …)

USER
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Tap to pay is driving cash displacement
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PSD2 requires that SCA is applied to many electronic payments
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Úvod a terminologie

Ecosystem

Peer To Peer (P2P)

Payment schemes

Domestic / Cross Border

SWIFT / SEPA / VD

Standards & 

Regulations

EMV

ISO 20022

 ISO 8583

PSD2 (SCA)

GDPR

Interchange Fee Regulation

Payments 

Cards

Debit, Credit, Pre-Paid

Private Label, Closed Loop

Contactless (tap to pay)

Virtual card

Tokenization

Wallets

Closed – loop wallets 

(ALIPAY wallet)

Semi-closed loop wallets 

(Vipps, Revolut)

Swatch Pay / XIAOMI / …

Pay Pall

Click to Pay 
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Akceptace plateb na 
internetu
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What is 
my card 

number?

When did 
shopping 
become a 
quiz?

What is my 
password?

What is my 
address?

Do I 
trust this 

merchant?

Where is 
my card 
stored?

Am I who I 
say I am?
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Global Average for 
Cart Abandonment(1)

69%

Source: Baymard Institute, 2022 
Q: Have you abandoned any online purchases during the checkout process in the past three months? If so, for what reasons?
“Note: Answers were normalized without the “I was just browsing option”. Respondents could select multiple options.

The site wanted 
me to create an 

account

too long or 
complicated 

checkout process

did not trust 
the site with 
credit card

credit card 
declined

Consumer friction still exists. 
In the U.S., reasons for abandoning cart included:  

24% 17% 18% 4%

https://baymard.com/lists/cart-abandonment-rate
https://baymard.com/lists/cart-abandonment-rate
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Statistics (Source: GoPay)
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More ways to checkout 
were introduced to 
reduce the number of 
times you had to type 
in your card number.

Unfortunately, it often resulted in added 
complexity for merchants

Illustrative — for discussion only.
All brand names, logos and/or trademarks are the property of their respective 
owners and are used for identification purposes only. 
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Click to Pay



©2024 Visa. All rights reserved. Visa Confidential 21

Click to Pay 
experience

Unified Click to Pay

Replaces manual PAN 
entry with tokenized 
card credentials

Alex uses Click to Pay to 
make an online purchase.

Her card has been pre-
enrolled and payment  details 
are already loaded. Alex 
proceeds to payment in a 
quick and easy manner.

EMV standard that 
integrates into the 
merchant's existing 
checkout experience 
Presents issuer-
enrolled cards to 
consumer

21

Click
Version
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✓ No impact to existing checkout flow 

✓ User and device recognition

✓ Verified consumers can bypass 
PAN entry and form fill

Click to Pay is network, 
device, and merchant 
agnostic and ready for 
new use cases

Enable a secure and streamlined 
guest checkout experience
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Click to Pay with Payment Passkeys

Click to Pay with 3DS 
authentication

Click to Pay soon with Visa Payment 
Passkey authentication 

Driving higher 
approval rates

Performing 3DS 
payment authentication

Easier and quicker, 
integrated checkout

Uses FIDO (Fast ID Online) as 
the open industry standard for 
payments, such as biometrics

Enables a seamless payment 
authentication closer to that of 
face to face

Eliminates manual 
PAN key entry

FIDO® and the stylized FIDO logo are trademarks (registered in numerous countries) of FIDO Alliance, Inc.
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Click to Pay integrated experience lets users speed through 
guest checkout like they would with a card-on-file account

Consumers can securely checkout without reaching for plastic, encountering a form,
or being overwhelmed with checkout options

Illustrative user experience — for discussion only

Visa features, functionality, implementations and branding are under continuing development, subject to availability and may be launched, 
modified, updated or cancelled at Visa’s discretion at any time.
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Digital Authentication Framework (DAF) aims to increase authorizations, reduce fraud, and minimize friction

Why DAF?

Fraud Protection

Can Uplift Authorization 
Approvals

No Issuer Authentication 
Friction

Fraud Protection 

Can Uplift Authorization 
Approvals

Issuer Authentication Friction 
Every Transaction

Fraud Protection 

Can Uplift Authorization 
Approvals

No Issuer Authentication 
Friction after initial ID&V

Non-
Authenticated 
Transactions1

Authenticated 
Transactions2

DAF Authenticated 
Transactions3

1. Defined as authorization requests containing an Electronic Commerce Indicator (ECI) value of 7 or 8
2. Defined as authorization requests containing an ECI value of 5 or 6, for which the associated authentication request was approved via Visa Secure
3. Defined as an authorization request containing an ECI value of 5, for which the cardholder used an Authenticated Payment Credential 

(APC) under the Digital Authentication Framework. APC is defined in Visa Core Rules and Visa Product and Service Rules, Rule ID 0030743

Low Friction, Low Fraud protection ---------------------------------  Low Friction, High Fraud protection
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Mobilní platby; faktory 
úspěšnosti, užití
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Implementation view on mobile wallets
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Visa has paved the way for Tokens
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Thank you
For more information, please contact

Lukas Hanzl

hanzll@visa.com
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